
พ.ร.บ. คุ้มครองข้อมูลส่วนบุคคล พ.ศ.2562
Personal Data Protection Act B.E.2019



ท ำไมตอ้งมีกฎหมำยคุ้มครองข้อมูลส่วนบุคคล(PDPA)

1. ความมั่นใจของประชาชน ไม่ใหใ้ครจะเอาขอ้มลูไปใช ้ขอ้มลูของบคุคลจะไดร้บัการคุม้ครอง

2. ธรรมาภิบาลขอ้มลู (Data Governance) ทกุภาคสว่นคาดหวงั มีความประสงคใ์หค้นท่ีเก็บ

ขอ้มลูมีการจดัเก็บขอ้มลูท่ีโปรง่ใส และมีการคุม้ครองขอ้มลูท่ีเหมาะสม

3. ประเทศไทยอยูค่นเดียวไมไ่ด ้กฎหมายฉบบันีเ้ป็นการยืนยนัใหท้ั่วโลกทราบว่า 

เรามีมาตรฐานการคุม้ครองขอ้มลูสว่นบคุคลท่ีพรอ้มแลว้ การท าธุรกิจระหว่างประเทศ

ก็ไม่ตอ้งพึง่เครือ่งมืออ่ืน ๆ ในการโอนขอ้มลูขา้มพรมแดน ท าใหธุ้รกิจคล่องตวั



กฎหมายท่ีเก่ียวกบัการคุม้ครองขอ้มูลส่วนบุคคล

• กฎหมายรัฐธรรมนูญ 2560

มาตรา 32 บุคคลย่อมมสิีทธิในความเป็นอยู่ส่วนตวั เกยีรตยิศ ช่ือเสียง และครอบครัว

การกระท าอนัเป็นละเมดิ หรือกระทบต่อสิทธิของบุคคลตามวรรคหน่ึง หรือการน าข้อมูลส่วนบุคคล  

ไปใช้ประโยชน์ไม่ว่าทางใดๆ จะกระท ามิได้ เว้นแต่ โดยอาศัยอ านาจตามบทบัญญัติแห่งกฎหมาย    

ทีต่ราขึน้เพยีงเท่าที่จ าเป็นเพ่ือประโยชน์สาธารณะ

• พ.ร.บ.คุ้มครองข้อมูลส่วนบุคคล  2562

ระยะที ่1 ประกาศในราชกจิจานุเบกษา 27 พฤษภาคม 2562

ระยะที ่2 มีผลบังคบัใช้ 28 พฤษภาคม 2563



กำร
คุ้มครอง
ข้อมูลส่วน
บุคคล

กำรตัง้ 
DPO

กำร
ร้องเรียน

บทลงโทษ
• ทำงแพ่ง
• ทำงอำญำ
• ทำงปกครอง

สิทธิของเจ้าของข้อมูล
• เข้าถงึ
• ขอรับส าเนา
• ลบ/แก้ไข
• คดัค้าน/ปฏิเสธ
• ควบคุม/จ ากดัการประมวลผล

หน้าที่ผู้เกีย่วข้อง
1. Controller
2. Processor

การขอความยนิยอม เกบ็ 
รวบรวม 

ใช้ 
ตามกฎหมาย

ระยะที่ 2
เร่ิมมผีลตั้งแต่วนัที่ 28 พฤษภาคม 2563 เป็นต้นไป

ระยะที่ 1
มีผลตั้งแต่วนัที่ 

28 พฤษภาคม 2562 เป็นต้นไป

28 พฤษภาคม 2563
(ครบ 1 ปี)

กฎหมายคุ้มครองข้อมูลส่วนบุคคลและการบังคบัใช้กฎหมาย
พรบ. คุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562

ประกาศในราชกจิจานุเบกษา วนัที่ 27 พฤษภาคม 2562

คณะกรรมการคุ้มครองข้อมูล
ส่วนบุคคล

ส านักงานคณะกรรมการ
คุ้มครองข้อมูลส่วนบุคคล

บริษัทจะต้องเตรียมความพร้อมให้เสร็จก่อนวนัที่ 28 พฤษภาคม 2563



ขอบเขตอ านาจการใชบ้งัคบั

1. เจ้าของข้อมูลส่วนบุคคลอยู่ในราชอาณาจักร

2. ผู้ประกอบการมีบริษทัหรือสาขาทีต่ั้งในไทย ไม่ว่าการประมวลผลข้อมูลส่วนบุคคลน้ัน จะเกดิขึน้
ในไทยหรือไม่กต็าม

3. ผู้ประกอบการไม่มีบริษัทหรือสาขาทีต่ั้งในไทยแต่

3.1 เสนอขายสินค้าหรือบริการแก่เจ้าของข้อมูลในไทย ไม่ว่าจะมีการช าระเงนิหรือไม่กต็าม

3.2 มีการตดิตามและจัดเกบ็พฤตกิรรมของเจ้าของข้อมูลในไทย ตราบเท่าทีพ่ฤตกิรรม

ทีจ่ัดเกบ็น้ันเกดิขึน้ในไทย



ความจ าเป็นทีอ่งค์กรและผู้บริหารต้องให้ความส าคญั

ทุกหน่วยงานทีมี่การจัดเกบ็หรือใช้ข้อมูลส่วนบุคคล เช่น

Accounting

ข้อมูลของผู้รับ-จ่ำยเงนิ

Procurement

ข้อมูลของคู่สัญญำ/กรรมกำร

HR 

ข้อมูลผู้สมัครงำน ข้อมูล
พนักงำน 

Marketing

ขอ้มลูลกูคา้

IT
Terms & Conditions ของ website

การจดัเก็บ ใช ้เปิดเผยขอ้มลูสว่นบุคคล
ขององคก์ร

Com Sec

ข้อมูลผู้บริหำร ผู้ถอืหุน้

Legal: ให้ค าปรึกษาและสนับสนุนการด าเนินงานให้สอดคล้องกบักฎหมาย



1. ช่ือ-นามสกลุ
2. ลายพมิพ์นิว้มือ
3. เลขประจ าตวัประชาชน เลขหนังสือเดนิทาง เลขบัตร

ประกนัสังคม เลขใบอนุญาตขับขี่ เลขประจ าตวัผู้เสียภาษี        
เลขบัญชีธนาคาร เลขบัตรเครดติ การเกบ็ส าเนาบัตรประชาชน
หรือบัตรอ่ืนๆ ที่มีข้อมูลส่วนบุคคลที่ระบุตวับุคคลได้ ถือเป็น
ข้อมูลส่วนบุคคล

4.  ที่อยู่ อเีมล์ เบอร์โทรศัพท์
5.  ข้อมูลอุปกรณ์หรือเคร่ืองมือ เช่น IP Address, Cookie ID

6. ข้อมูลระบุทรัพย์สินของบุคคล เช่น โฉนดที่ดนิ สมุดทะเบียน
รถยนต์

7. ข้อมูลการประเมินผลการท างานหรือความเห็นของนายจ้างต่อ
การท างาน

1. เช้ือชาติ เผ่าพนัธ์ุ
2. ความคดิเห็นทางการเมือง
3. ความเช่ือในลทัธิ ศาสนา หรือปรัชญา
4. พฤติกรรมทางเพศ
5. ประวตัิอาชญากรรม
6. ข้อมูลสุขภาพ ความพกิาร ข้อมูลสุขภาพจิต
7. ข้อมูลสหภาพแรงงาน
8. ข้อมูลพนัธุกรรม
9. ข้อมูลชีวภาพ
10. ข้อมูลอ่ืนใดทีก่ระทบต่อเจ้าของข้อมูลในท านองเดยีวกนั

ตามทีค่ณะกรรมการประกาศก าหนด

ข้อมูลส่วนบุคคลทัว่ไป
Personal Data 

ข้อมูลส่วนบุคคลทีม่คีวามอ่อนไหว
Sensitive Data

ข้อมูลส่วนบุคคล: ข้อมูลเกีย่วกบับุคคลซ่ึงท าให้สามารถระบุตวับุคคลน้ันได้
ไม่ว่าทางตรงหรือทางอ้อม แต่ไม่รวมข้อมูลของผู้ถึงแก่กรรม



ตวัอยา่งขอ้มูลท่ีไม่เป็นขอ้มูลส่วนบุคคล

• เลขทะเบยีนรถยนต์

• ข้อมูลส าหรับการตดิต่อทางธุรกจิที่ไม่ได้ระบุถึงตวับุคคล เช่น หมายเลขโทรศัพท์หรือแฟ็กซ์ที่ท างาน ที่อยู่
ส านักงาน อเีมล์ที่ใช้ในการท างาน อเีมล์ของบริษัท เช่น info@tcca.com เป็นต้น

ข้อมูลทางธุรกจิ แต่หากระบุถึงตวับุคคลย่อมเป็นข้อมูลส่วนบุคคล เช่น yaya.urassaya@tcca.com

• ข้อมูลนิรนาม (Anonymous Data) : ข้อมูลหรือชุดข้อมูลที่ผ่านกระบวนการท าให้ไม่สามารถระบุตวั
บุคคลได้

• ข้อมูลแฝง (Pseudonymous Data: ข้อมูลที่ยงัคงเป็นข้อมูลส่วนบุคคลแต่เป็นการลดหรือจ ากดั
ความสามารถในการเช่ือมโยงข้อมูลส่วนบุคคลกบัชุดข้อมูลตั้งต้น

• ข้อมูลผู้ตาย

mailto:aya@U.tcca.com


ขอ้ยกเวน้การคุม้ครองขอ้มูลส่วนบุคคล

1. เพ่ือประโยชน์ส่วนตนหรือเพ่ือกจิกรรมในครอบครัว

2. การด าเนินงานของหน่วยงานของรัฐทีม่ีหน้าที่ในการรักษาความมัน่คง

3. เพ่ือกจิการส่ือมวลชน งานศิลปกรรม หรืองานวรรณกรรมอนัเป็นไปตามจริยธรรมแห่งการประกอบ
วชิาชีพ หรือเป็นประโยชน์สาธารณะ

4. สภาผู้แทนราษฏร วุฒิสภา และรัฐสภารวมถึงคณะกรรมมาธิการที่แต่งตั้งโดยสภาผู้แทน

5. การพจิารณาพพิากษาคดขีองศาล และการด าเนินงานของเจ้าหน้าทีใ่นกระบวนพจิารณาคด ีการบังคบัคด ี
การวางทรัพย์ รวมทั้งการด าเนินงานตามกระบวนการยุติธรรมทางอาญา

6. การด าเนินการกบัข้อมูลของบริษัทข้อมูลเครดิตและสมาชิกตามกฎหมาย



หนา้ท่ีขององคก์รตามพระราชบญัญติัคุม้ครองขอ้มูลส่วนบุคคล พ.ศ. 2562

• จดัเกบ็เท่าที่จ าเป็น (มาตรา 22)
• แจ้งวตัถุประสงค์ให้ทราบ “ก่อน” 
หรือ “ขณะ” เกบ็ข้อมูล (มาตรา 23)

• ห้ามเกบ็จากแหล่งอ่ืน (มาตรา 25) 
เว้นแต่ได้แจ้งภายใน 30 วนันับแต่
เกบ็รวบรวม และได้รับความ
ยนิยอมจากเจ้าของข้อมูล

• ใช้ให้ตรงตามวตัถุประสงค์ที่แจ้ง
ไว้กบัเจ้าของข้อมูล (มาตรา 21)

• ใช้โดยไม่ได้รับความยนิยอมจาก
เจ้าของข้อมูลไม่ได้ (มาตรา 27)

• จดัให้มีเจ้าหน้าที่คุ้มครองข้อมูล 
(มาตรา 41)

• เปิดเผยโดยไม่ได้รับความยนิยอม
จากเจ้าของข้อมูลไม่ได้ (มาตรา 27)

• การส่งหรือโอนข้อมูลส่วนบุคคลไป
ต่างประเทศ ปลายทางที่ได้รับ
ข้อมูลจะต้องมีมาตรฐานการ
คุ้มครองข้อมูลที่เพยีงพอ      
(มาตรา 28-29)

• แก้ไขให้ข้อมูลถูกต้องเป็นปัจจุบัน
สมบูรณ์ และไม่ท าให้เข้าใจผดิ (มาตรา 
35-36)

• จดัให้มีมาตรการรักษาความปลอดภยั 
(มาตรา 37)

• ท าบันทึกให้ตรวจสอบได้ (มาตรา 39)



ข้อมูลทีเ่กบ็รวมรวมไว้ก่อน 28 พฤษภาคม 2563
1. เกบ็รวบรวมและใชไ้ดต้ามวตัถุประสงคเ์ดิมท่ีไดแ้จง้ต่อเจา้ของ
ขอ้มูล โดยผูค้วบคุมขอ้มูลตอ้งด าเนินการดงัน้ี   
➢ ก าหนดวิธีการยกเลิกความยนิยอม เช่น ทางเวบ็ไซตข์อง    

ผูค้วบคุมขอ้มูล และ ควรแจง้แนวปฏิบติัเก่ียวกบั Privacy 
Policy ดว้ย 

➢ เผยแพร่ประชาสมัพนัธ์ ไม่ใหเ้จา้ของขอ้มูลใชสิ้ทธิแจง้
ยกเลิกความยนิยอมไดโ้ดยง่าย

2. ทุกหน่วยงานตอ้งตรวจสอบวา่ มีการจดัเกบ็และรวมรวบ 
ขอ้มูลส่วนบุคคลประเภทใด และเพ่ือวตัถุประสงคใ์ด

ข้อมูลท่ีเกบ็รวมรวม ต้ังแต่ 28 พฤษภาคม 2563
1. จดัเกบ็และรวบรวมตามฐานสิทธิภายใตก้ฎหมายคุม้ครอง
ขอ้มูลส่วนบุคคล ไดแ้ก่ ฐานสญัญา ฐานความยนิยอม ฐาน
หนา้ท่ีตามกฎหมาย ฐานประโยชนอ์นัชอบธรรม เป็นตน้

2.หากใชฐ้านความยนิยอม จะตอ้งแจง้วตัถุประสงคใ์นการเกบ็
รวบรวม การใช ้และการเปิดเผยขอ้มูลส่วนบุคคลท่ีชดัแจง้
➢ ขอ้มูลใดบา้งท่ีจะถูกเกบ็รวบรวมและใช ้ระยะเวลาในการ

จดัเกบ็ สิทธิในการถอนความยนิยอม และวิธีการถอน
ความยนิยอมจะตอ้งง่ายและรวดเร็ว

3.หากมีขอ้มูลจ านวนมาก ผูค้วบคุมขอ้มูลส่วนบุคคล และ         
ผูป้ระมวลผลขอ้มูลส่วนบุคคลจะตอ้งจดัใหมี้เจา้หนา้ท่ี
คุม้ครองขอ้มูลส่วนบุคคล (DPO)



ผูป้ระกอบการจ าเป็นตอ้งแสดงใหเ้ห็นวา่มีขั้นตอนการก าหนด
ขอ้มูลส่วนบุคคลในองคก์ร  โดยอยา่งนอ้ยประกอบดว้ย

1. Data Policy การก าหนดนโยบายและนิยามความหมายของข้อมูลส่วนบุคคล
2. Data Discovery การก าหนดขั้นตอนการตรวจสอบข้อมูลส่วนบุคคล
3. Data Proliferation การระบุความเช่ือมโยงและเส้นทางการส่งข้อมูลส่วนบุคคล 

ทีจ่ะเกดิขึน้ในองค์กร รวมถึงระบุแหล่งทีจ่ะได้มาซ่ึงข้อมูลส่วนบุคคล
4. Data Risk Level ก าหนดความเส่ียงของข้อมูลส่วนบุคคลชุดต่างๆ
5. Data Protection มีมาตรการคุ้มครองข้อมูลส่วนบุคคล

Data Policy
Data 

Discovery

Data 

Proliferation
Data Risk 

Level 
Data Protection



ฐานการเกบ็รวบรวม ใช้ หรือเปิดเผยข้อมูลส่วนบุคคล

ความยนิยอม (Consent)

จดหมายเหตุ/วจิัย/สถิติ
หน้าทีต่ามกฎหมาย
(Legal Obligation)

ประโยชน์อนัชอบธรรม
(Legitimate Interest)

ความจ าเป็นเพ่ือประโยชน์
โดยชอบด้วยกฎหมายของ 
ผู้ควบคุมข้อมูลส่วนบุคคล

หรือของบุคคลอ่ืน

ภารกจิของรัฐ
(Public Task)

ความจ าเป็นเพ่ือประโยชน์
สาธารณะและการปฏิบัตหิน้าทีใ่น

การใช้อ านาจรัฐ
ประโยชน์ส าคญัต่อชีวิต

(Vital Interest)
ระงับอนัตรายต่อชีวิต      
ร่างกาย สุขภาพ

สัญญา (Contract)

ใช้กบัข้อมูลส่วนบุคคลทัว่ไป
เท่าน้ัน (ข้อมูลอ่อนไหว             

ใช้การท าตามสัญญาไม่ได้)



ฐานสัญญา (Contract)

จ าเป็น ส าหรับสัญญา

“จ าเป็น” ตามปกตขิองการด าเนินงานให้เป็นไปตามสัญญาไม่รวมถึง
กรณปัีญญาข้อพพิาททีเ่กดิขึน้จากสัญญา

❌ เปิดเผยข้อมูลให้หน่วยงานภายนอกเพ่ือตดิตามทวงหนี้
❌ รวบรวมข้อมูลเพ่ือฟ้องร้องต่อการไม่ปฏิบัตติามสัญญา
❌ เปิดเผยข้อมูลในการเปิดประมูลสินทรัพย์เพ่ือชดใช้หนี้

เช่น
• ทีอ่ยู่ส าหรับจดัส่งสินค้า อเีมล์ส าหรับส่งใบเสร็จ
• ข้อมูลบัตรเครดติส าหรับจอง โรงแรม

ทางเลือก ของเจ้าของข้อมูล
• ให้ก่อนที่จะเกบ็รวบรวมข้อมูล
• ไม่เป็นเง่ือนไขของการให้บริการหรือแยกส่วนออกจากการ

ให้บริการ
• วตัถุประสงค์เฉพาะเจาะจง โดยเข้าถึงได้ เข้าใจง่าย
• มีทางเลือกให้ปฏิเสธได้ หรือ ถอนได้โดยไม่เสียประโยชน์

✅ ควรเป็น Opt-in เสมอ !
❌ Pre-ticked ใช้ไม่ได้ !
❗ Opt-out อาจใช้ได้เฉพาะบางบริบท (เช่น ลูกค้าเก่า)
เช่น
• อเีมล์ส าหรับการส่งจดหมายข่าว 
• ข้อมูลบัตรเครดิตทีเ่ลือกให้เวบ็ไซต์ จ าไว้เพ่ือความสะดวก

ในการจ่ายเงิน คร้ังต่อไป

ฐานความยนิยอม (Consent)



ฐานหน้าทีต่ามกฎหมาย     
(Legal Obligation)

(ผู้ควบคุมข้อมูล) ปฏิบัติตามกฎหมาย
ที่ต้องท าอยู่แล้ว
เช่น

• บริษทัแจ้งข้อมูลการจ่ายเงนิเดือน พนักงาน
ต่อสรรพากร

• องค์กรทางการเงนิส่งข้อมูลการ ท าธุรกรรมที่
น่าสงสัยให้หน่วยงาน ปราบปรามการฟอกเงิน

(เจ้าหน้าที่) ปฏิบัติหน้าที่เพ่ือบรรลุ
ภารกจิสาธารณะ
เช่น

• สรรพากรประมวลผลข้อมูลเงนิเดือน

• หน่วยงานปราบปรามการฟอกเงนิ 
ประมวลผลข้อมูลธุรกรรมทีน่่าสงสัย เพ่ือ
น าไปตรวจสอบต่อ

ฐานภารกจิของรัฐ
(Public Task)



ฐานผลประโยชน์อนัชอบธรรม (Legitimate Interest)

❗ ความเส่ียงสูง ควรใช้ในกรณีที่ใช้ฐานอ่ืนไม่ได้ (ไม่เหมาะสม)
✅ ใช้เท่าที่จ าเป็น (ใช้ให้น้อยที่สุด)

• จ าเป็นต่อการด าเนินการเพ่ือประโยชน์อนัชอบธรรมของผูค้วบคุมขอ้มูลและบุคคลอ่ืน โดยไม่เกินขอบเขตท่ี
เจา้ของขอ้มูลสามารถคาดหมาย (Expectation)ไดอ้ยา่งสมเหตุสมผล

• ตอ้งระบุใหไ้ดว้า่อะไรคือประโยชน์อนัชอบธรรมท่ีจะไดรั้บ อะไรคือความจ าเป็นของการประมวลผล 
ประกอบกบัมีหนา้ท่ีในการปกป้องเสรีภาพและประโยชน์ของเจา้ของขอ้มูลใหส้มดุลกบัประโยชน์
อนัชอบธรรมท่ีจะไดรั้บ

ตัวอย่าง : การยืนยนัตวัตนลูกค้า ข้อมูลเพ่ือช่วยเหลือผู้ลีภ้ัย ข้อมูลเพ่ือการปรับปรุงการให้บริการ การรักษา
ความปลอดภัยของระบบและเครือข่าย ฯลฯ

ฐานผลประโยชน์อนัชอบธรรม (Legitimate Interest) 



ฐานประโยชน์ส าคญัต่อชีวติ  
(Vital Interest) 

✅ ใช้ได้เฉพำะข้อมูลทีไ่ม่ใช่ sensitive 
data เช่น ข้อมูลสทิธิกำรรักษำ พยำบำล 
ข้อมูลกำรเดนิทำง ไปประเทศทีม่โีรคตดิต่อ

✅ ใช้เมือ่อยู่ในสถำนกำรณท์ีข่อควำมยนิยอม
ไม่ได้เท่ำน้ัน หำกขอควำมยนิยอมได้ให้ใช้ควำม
ยนิยอม

ฐานจดหมายเหตุ/วจิัย/สถิติ

✅ ควรเป็นไปตำมมำตรฐำนกำรวจัิย หรือ 
มำตรฐำนวชิำชพี

✅ ต้องม ีSafeguard (รอประกำศของ
กระทรวง)



นิยาม:ใครคือใคร?
• เจ้ำของข้อมูลส่วนบุคคล (Data Subject): บคุคลซึง่เป็นเจา้ของขอ้มลูสว่นบคุคล

• ผู้ควบคุมข้อมูลส่วนบุคคล (Data Controller): บคุคล/นิติบคุคลซึง่มีอ  านาจ ผูต้ดัสินใจเก่ียวกบั
การเก็บ รวบรวม ใช ้หรอื เปิดเผย มีมาตรการดแูลความมั่นคงปลอดภยัท่ีเหมาะสม และทบทวนสม ่าเสมอ

• ผู้ประมวลผลข้อมูลส่วนบุคคล (Data Processor) :บคุคล/นิติบคุลท่ีเป็นคนละคนกบัผูค้วบคมุ
ขอ้มลูสว่นบคุคลซึง่เก็บ ใช ้เปิดเผยตามค าสั่งของผูค้วบคมุ 

• เจ้ำหน้ำทีคุ้่มครองข้อมูลส่วนบุคคล (Data Protection Officer: DPO) : ผูท่ี้ถกูแตง่ตัง้เป็น
เจา้หนา้ท่ีคุม้ครองกรณีท่ีองคก์ร/หน่วยงานมีขอ้มลูประมวลผลจ านวนมาก/ขอ้มลูท่ีมีความออ่นไหว



ความสมัพนัธ์ระหวา่งผูค้วบคุม ผูป้ระมวล และ DPO

เจ้ำของข้อมูล
(Data Subject)

ผู้ควบคุมข้อมูล 
(Data 

Controller)

ผู้ประมวลผล
ข้อมูล (Data 

Processor)

เจ้ำหน้ำทีคุ้่มครอง
ข้อมูลส่วนบุคคล 

(DPO)

➔กรณีองคก์รมี
ข้อมูลประมวลผล
จ ำนวนมำก /ข้อมูล

อ่อนไหว

อิงฐานการเก็บ
หรือ ความยินยอม

คอื กำรเดนิทำงของ
ข้อมูล

แต่งตัง้

หน้าทีป่ระการส าคัญของผู้ประมวลผลข้อมูลส่วนบุคคล คือ การเก็บ
รวบรวม/ใช้/เปิดเผย ข้อมูลตามค าส่ังทีไ่ด้รับจากผู้ควบคุมข้อมูลส่วน
บุคคลเท่านั้น/หน้าทีอื่น่ตามทีร่ะบุสัญญา

→ ขอบเขตหน้าทีต่ามสัญญาจึงมีความส าคัญ

สญัญาประมวลผลขอ้มลู 
(Data Processing Agreement)



สิทธิของเจา้ของขอ้มูลส่วนบุคคล

1. ได้รับกำรแจ้งให้ทรำบ
2. ขอเข้ำถงึข้อมูลส่วนบุคคลของตน
3. คัดค้ำนกำรเกบ็รวบรวม ใช้ เปิดเผยข้อมูลส่วนบุคคล
4. ขอให้ลบ ท ำลำย หรือท ำให้ข้อมูลส่วนบุคคลเป็นข้อมูลทีไ่ม่สำมำรถระบุตัวบุคคลได้
5. ขอให้ระงับกำรใช้ข้อมูลส่วนบุคคล
6. ขอให้แก้ไขข้อมูลส่วนบุคคล
ผู้ควบคุมข้อมูลส่วนบุคคล (Data Controller) จะต้องปฏบิัตติำมค ำขอของเจ้ำของข้อมูลส่วน
บุคคล 
เว้นแต่ เป็นไปตำมข้อยกเว้นทีก่ฎหมำยก ำหนด เข่น เป็นกำรปฏเิสธตำมกฎหมำย หรือค ำส่ังศำล 
หรือส่งผลกระทบทีอ่ำจก่อให้เกดิควำมเสยีหำยต่อสทิธิและเสรีภำพของบุคคลอืน่ เป็นต้น



ผู้ประมวลผลข้อมูล
Data Processor

⚫ ประมวลผลข้อมูลตามข้อตกลงระหว่ำง
ผู้ควบคุมและผู้ประมวลผลข้อมูล (ในกรณีที่
ผู้ควบคุมไม่ได้ท ำกำรประมวลผลด้วยตนเอง)
⚫ จัดใหม้ีมำตรกำรรักษำควำมม่ันคงปลอดภัย
ของข้อมูลทีจ่ัดเกบ็
⚫ แจ้งเหตุละเมิดใหผู้้ควบคุมข้อมูลทรำบ

→ ควำมรับผิดไม่สูงเทำ่ผู้ควบคุมเพรำะเป็น
เพยีงผู้ทีด่ ำเนินกำรเกีย่วกับข้อมูลส่วน
บุคคลตำมทีผู้่ควบคุมข้อมูลจ้ำง

→ แต่จุดส ำคัญ คือ หำกกระท ำกำรนอกเหนือ
ขอบเขตค ำส่ังกำรของผู้ควบคุม 
ผู้ประมวลผลจะถอืเป็นผู้ควบคุมข้อมูล
ส่วนท ำนอกขอบเขต = รับผิดเทำ่ผู้ควบคุม
ข้อมูล

ผู้ควบคุมข้อมูล
Data Controller

⚫ จัดใหม้ีมำตรกำรรักษำควำมม่ันคงปลอดภัย
ของข้อมูลทีจ่ัดเกบ็
⚫ จัดใหม้ีระบบกำรตรวจสอบเพือ่ด ำเนินกำร
ลบหรือท ำลำยข้อมูลส่วนบุคคลเมื่อพ้นก ำหนด
ระยะเวลำกำรเกบ็รักษำ
⚫ แจ้งเหตุละเมิดใหแ้ก่ส ำนักงำน
คณะกรรมกำรคุ้มครองข้อมูลส่วนบุคคลทรำบ
อย่ำงไม่ชักช้ำ(ไม่เกนิ 72 ช่ัวโมง)
⚫ กรณีกำรละเมิดทีม่ีควำมเสี่ยงสูงทีจ่ะมี
ผลกระทบต่อสิทธิเสรีภำพของเจ้ำของข้อมูล 
ต้องแจ้งเหตุแหง่กำรละเมิดพร้อมแนวทำงกำร
เยยีวยำใหเ้จ้ำของข้อมูลทรำบโดยไม่ชักช้ำ
⚫ หน้ำทีโ่ดยตรงทีจ่ะต้องปฏบัิตติำมกำรใช้
สิทธิตำมกฎหมำยของเจ้ำของข้อมูล
→ ควำมรับผิดสูงเพรำะเป็นผู้รับผิดชอบ
โดยตรง

เจ้ำหน้ำทีคุ้่มครองข้อมูลส่วนบุคคล
DPO

⚫ องคก์รทีม่ีบุคลำกรจ ำนวนมำก ต้องมีกำร
แต่งตัง้มอบหมำยเจ้ำหน้ำทีใ่หดู้แล 
ประสำนงำน ตรวจสอบ และใหค้ ำแนะน ำ 
เร่ืองควำมม่ันคงปลอดภัยของข้อมูลโดยเฉพำะ
คุณสมบัต ิ
จะเป็นพนักงำน/ลูกจ้ำง /ผู้รับจ้ำงตำมสัญญำ
ใหบ้ริกำรกไ็ด้ แต่ควรมีควำมรู้ด้ำน PDPA

เข้ำใจกจิกรรมกำรประมวลผลและงำน IT & 

Security

→ ไม่มีควำมรับผิดเป็นส่วนตัวต่อกำรฝ่ำฝืน
PDPA เพรำะผู้ทีต่้องรับผิดชอบได้แก่ผู้ควบคุม
ข้อมูลหรือผู้ประมวลผลข้อมูล (แล้วแต่กรณี)
→ แต่หำกได้รู้ข้อมูลส่วนบุคคลของผู้อื่น 
เน่ืองจำกกำรปฏบัิตหิน้ำทีแ่ล้วท ำกำรเปิดเผย
แก่ผู้อื่นโดยไม่มีกฎหมำยรองรับ/ผิดกฎหมำย 
= ระวำงโทษอำญำ



แนวทางปฏิบัติของผู้ควบคุมข้อมูล (Data Controller)

❑ มาตรการ: ตอ้งมีมาตรการเชิงเทคนิค (Technical Measure) และมาตรการในเชิงบริหารจดัการ (Organizational Measure)
❑ การป้องกนั: ในกรณีท่ีตอ้งใหข้อ้มูลส่วนบุคคลแก่บุคคลอ่ืน จะตอ้งป้องกนัไม่บุคคลอ่ืนนั้นใชห้รือเปิดเผยขอ้มูลโดยปราศจากอ านาจ/โดยมิชอบ 
❑ การด าเนินการตามสิทธิเจ้าของข้อมูล: หนา้ท่ีโดยตรงท่ีจะด าเนินการใหเ้ป็นไปตามสิทธิของเจา้ของขอ้มูลตามท่ีเจา้ของขอ้มูลร้องขอ 
❑ การแจ้ง: ตอ้งแจง้เจา้ของขอ้มูลเก่ียวกบัการเกบ็รวบรวมและใชข้อ้มูลส่วนบุคคล เช่น วตัถุประสงค ์ระยะเวลาในการจดัเกบ็

(และ นโยบายความเป็นส่วนตวั รายละเอียดการติดต่อของบริษทั ตวัแทนบริษทั หรือ DPO หากมี)
❑ ระยะเวลาในการแจ้ง: 

การเกบ็รวบรวม - ตอ้งแจง้ก่อนหรือขณะเกบ็รวบรวมขอ้มูล กรณีท าการเกบ็รวบรวมขอ้มูลจากเจา้ของขอ้มูลโดยตรง
- ตอ้งแจง้ภายในระยะเวลาตามสมควรแต่ไม่เกิน 30 วนันบัแต่วนัเกบ็รวบรวมขอ้มูล กรณีรับขอ้มูลส่วนบุคคลจากแหล่งอ่ืน

การใช้ - ตอ้งแจง้เจา้ของขอ้มูลอยา่งชา้เม่ือมีการติดต่อส่ือสารกนัคร้ังแรก กรณีการใชข้อ้มูลเพ่ือการส่ือสารกบัเจา้ของขอ้มูล 
การเปิดเผย - จะตอ้งแจง้อยา่งชา้เม่ือมีการเปิดเผยขอ้มูลดงักล่าวเป็นคร้ังแรก กรณีคาดหมายไดว้า่ จะมีการเปิดเผยขอ้มูลส่วนบุคคล             

ดงักล่าวต่อบุคคลท่ีสาม
การเปลีย่นแปลง - ควรตอ้งแจง้ก่อนการมีผลของการเปล่ียนแปลงของขอ้มูลนั้นๆ หรือโดยเร็วท่ีสุด เม่ือมีการเปล่ียนแปลงของขอ้มูล

ท่ีมีผลกระทบอยา่งมีนยัส าคญัต่อการประมวลผลท่ีเคยแจง้ใหเ้จา้ของขอ้มูลทราบ

➔ ข้อยกเว้นให้ไม่ต้องแจ้ง: 
1. เจา้ของขอ้มูลมีขอ้มูลทราบวตัถุประสงคห์รือรายละเอียดนั้นอยูแ่ลว้
2. ผูค้วบคุมขอ้มูลพิสูจน์ไดว้า่การแจง้วตัถุประสงคใ์หม่หรือขอ้มูลดงักล่าวไม่สามารถกระท าได้
3. จ าเป็นตอ้งกระท าโดยเร่งด่วนตามท่ีกฎหมายก าหนด ซ่ึงกต็อ้งจดัใหมี้มาตรการท่ีเหมาะสมเพ่ือคุม้ครองประโยชน์ของเจา้ของขอ้มูล
4. ผูค้วบคุมขอ้มูลล่วงรู้หรือไดม้าซ่ึงขอ้มูลจากหนา้ท่ี/การประกอบอาชีพและตอ้งรักษารายละเอียดไวเ้ป็นความลบัตามท่ีกฎหมายก าหนด 



แนวทางปฏิบัติของผู้ประมวลผลข้อมูล (Data Processor)

❑ มาตรการ: - ตอ้งมีมาตรการเชิงเทคนิค (Technical Measure) และเชิงบริหารจดัการ(Organizational Measure) เพ่ือรักษาความ
มัน่คงปลอดภยัในการประมวลผลท่ีเหมาะสมกบัความเส่ียง เพ่ือป้องกนัการสูญหาย การประมวลผลโดยปราศจากอ านาจหรือโดยมิชอบ 

- ตอ้งมีมาตรการเพื่อควบคุมบุคคลธรรมดาซ่ึงปฏิบติังานภายใตอ้  านาจของผูป้ระมวลผลขอ้มูลและเขา้ถึงขอ้มูลได ้ให้บุคคลนั้น
ไม่ประมวลผลขอ้มูลโดยปราศจากค าสัง่หรือขอ้ก าหนดของผูป้ระมวลผลขอ้มูล 

- แมไ้ม่มีหนา้ท่ีโดยตรงต่อเจา้ของขอ้มูลเม่ือเจา้ของขอ้มูลร้องขอใหด้าเนินการใหเ้ป็นไปตามสิทธิของเจา้ของขอ้มูล แต่ตอ้งจดัใหมี้
มาตรการต่างๆ ท่ีเพียงพอส าหรับการรองรับใหผู้ค้วบคุมขอ้มูลปฏิบติัหนา้ท่ีเม่ือเจา้ของขอ้มูลร้องขอ

❑ การแจ้ง:  - แจง้เสนอทางเลือกใหแ้ก่ผูค้วบคุมขอ้มูลในกรณีท่ีเห็นวา่มีทางเลือกในการประมวลผลท่ีมีความมัน่คงปลอดภยัสูงกวา่
- แจง้เหตุแก่ผูค้วบคุมขอ้มูลกรณีขอ้มูลส่วนบุคคลร่ัวไหล 

❑ ระยะเวลาในการแจ้ง: กรณีขอ้มูลส่วนบุคคลร่ัวไหล แจง้ผูค้วบคุมขอ้มูลโดยไม่ชกัชา้หลงัจากไดท้ราบ 
❑ บนัทึกรายการประมวลผลขอ้มูลท่ีจดัใหมี้จะตอ้งท าเป็นลายลกัษณ์อกัษรและมีรายละเอียดท่ีประกอบไปดว้ย

1. ขอ้มูลเก่ียวกบัผูป้ระมวลผลขอ้มูลและผูค้วบคุมขอ้มูลท่ีผูป้ระมวลผลขอ้มูลท าการแทน 
2. ประเภทของการเกบ็รวบรวม ใช ้และเปิดเผยขอ้มูลตามท่ีไดรั้บมอบหมายจากผูค้วบคุมขอ้มูล 
3. ค าอธิบายเก่ียวกบัมาตรการรักษาความมัน่คงปลอดภยั 

➔ ข้อยกเว้น: 
1. กรณีขอ้มูลส่วนบุคคลร่ัวไหล ผูป้ระมวลผลขอ้มูลไม่มีหนา้ท่ีแจง้เจา้ของขอ้มูล เวน้แต่ผูค้วบคุมขอ้มูลมอบหมายใหท้ าโดยอาศยัสญัญาระหวา่ง
ผูค้วบคุมและผูป้ระมวลผล 

2. กิจการขนาดเลก็อาจไดรั้บยกเวน้ไม่ตอ้งจดัท าบนัทึกประมวลผลขอ้มูล ตามท่ีคณะกรรมการคุม้ครองขอ้มูลส่วนบุคคลประกาศก าหนด แต่หากมีการ
เกบ็รวบรวม ใช ้หรือเปิดเผยขอ้มูลท่ีเส่ียงกระทบต่อสิทธิและเสรีภาพของเจา้ของขอ้มูลหรือด าเนินการเก่ียวกบักบัขอ้มูลอ่อนไหว จะไม่ไดรั้บยกเวน้



แนวทางปฏิบัติท่ีเกีย่วข้องกบัเจ้าหน้าท่ีคุ้มครองข้อมูลส่วนบุคคล  (DPO)
❑ การแต่งตั้ง: กรณีท่ีองคก์รหรือหน่วยงานมีขอ้มูลประมวลผลจ านวนมาก หรือขอ้มูลอ่อนไหว จ าเป็นตอ้งแต่งตั้งเจา้หนา้ท่ี DPO เขา้มาท าหนา้ท่ีใน 

การประสานงาน ตรวจสอบ ใหค้  าแนะน า และ ดูแลดา้นความมัน่คงปลอดภยัของขอ้มูลโดยเฉพาะ โดยมีหลกัปฏิบติัในการแต่งตั้ง คือ
ผู้แต่งตั้ง - ผูป้ระมวลผลขอ้มูล หรือ หน่วยงานของรัฐท่ีคณะกรรมการประกาศก าหนด หรือ ผูท่ี้มีกิจกรรมหลกัเป็นการประมวลผลขอ้มูล                     

ท่ีมีความอ่อนไหว 
แต่งตั้งร่วม - หากหลายหน่วยงานรัฐหรือบริษทัในเครือแต่งตั้งร่วมกนั จะตอ้งท าการติดต่อไดโ้ดยง่าย

➔ ใบรับรอง:  ปัจจุบนัยงัไม่มีก าหนดวา่ตอ้งมีใบรับรอง สามารถเป็นบุคลากรในองคก์ร แต่ควรจะใหมี้แนวปฏิบติัท่ีอธิบายขา้งตน้

❑ การปฏิบัตหิน้าที่: 1. ควรมีมาตรการเพ่ือใหก้ารปฏิบติัหนา้ท่ีของเจา้หนา้ท่ีคุม้ครองขอ้มูลส่วนบุคคลเป็นไปโดยอิสระ หากปฏิบติัภารกิจอ่ืนดว้ยใน
องคก์ร กต็อ้งไม่มีความขดัแยง้ (Conflict of Interest) คือ จะเป็นบุคคลคนเดียวกบัผูบ้ริหารองคก์รในระดบัสูงอยา่ง
ประธานเจา้หนา้ท่ีบริหาร (CEO) ผูจ้ดัการฝ่ายการตลาด หรือหวัหนา้ฝ่ายบุคคลไม่ได ้ 

2. ตอ้งสามารถรายงานไปยงัผูบ้ริหารสูงสุดขององคก์รได ้แมใ้นกรณีท่ีเจา้หนา้ท่ีคุม้ครองขอ้มูลส่วนบุคคลดงักล่าวจะเป็น
พนกังาน หรือลูกจา้งของบริษทั ซ่ึงไดรั้บการแต่งตั้ง

3. ตอ้งท าการประสานงานและใหค้วามร่วมมือกบัส านกังานคณะกรรมการคุม้ครองขอ้มูลส่วนบุคคล  
4. ตอ้งรักษาความลบัท่ีไดม้าเน่ืองจากการปฏิบติัหนา้ท่ี 
5. บริษทัผูป้ระมวลผลและผูค้วบคุมขอ้มูลตอ้งใหก้ารสนบัสนุนการท างานและไดรั้บการอ านวยความสะดวกอยา่งเพียงพอ เช่น              

ใหเ้วลาและจดัหาทรัพยากรใหเ้พียงพอในการท างาน และมีการฝึกอบรมอยา่งต่อเน่ือง 



ความรับผดิและโทษทางแพ่งและทางอาญา
ทำงแพ่ง

ผู้ควบคุมข้อมูลหรือผู้ประมวลผลข้อมูลฝ่ำฝืน หรือ
ไม่ปฏิบัตติำมกฎหมำยคุ้มครองข้อมูลส่วนบุคคล และท ำ
ให้เกิดควำมเสียหำยต้องรับผิดตอ่เจ้ำของข้อมูลส่วน
บุคคล

• ชดใช้ค่ำสินไหมทดแทนทีแ่ท้จริง

• ชดใช้ค่ำสินไหมทดแทนเพือ่กำรลงโทษ ไม่เกิน 2 เทำ่
ของค่ำสินไหมทดแทนทีแ่ท้จริง

อำยุควำม 

3 ปี นับแต่วันทีผู้่เสียหำยรู้ถงึควำมเสียหำยและรู้ตัว

ผู้ควบคุมข้อมูลหรือผู้ประมวลผลข้อมูลทีต่้องรับผิด

10 ปี นับแต่วันทีม่ีกำรละเมิดข้อมูล

ทำงอำญำ
ผู้ต้องรับโทษ : กำรกระท ำผิดของนิตบุิคคลทีเ่กิดจำก
กำรส่ังกำร/ละเว้นไม่ส่ังกำร/ไม่กระท ำกำรของกรรมกำร/
ผู้จัดกำร บุคคลน้ันต้องรับโทษ
• ใช้หรือเปิดเผยข้อมูลทีไ่ด้รับนอกวัตถุประสงค์
• ใช้หรือเปิดเผยข้อมูลอ่อนไหว โดยไม่ได้รับควำมยนิยอม

• ส่ง/โอนข้อมูลส่วนบุคคลทีอ่่อนไหวไปยังต่ำงประเทศโดย
ไม่ปฏบัิตติำมกฎหมำยคุ้มครองข้อมูลส่วนบุคคล

1. จ ำคุกไม่เกิน 6 เดอืน หรือปรับ 500,000 บำท หรือ
ทัง้จ ำทัง้ปรับ

2. หำกท ำเพือ่แสวงหำประโยชนท์ีม่คิวรได้โดยชอบด้วย
กฎหมำยส ำหรับตนเองหรือผู้อื่น
จ ำคุกไม่เกิน 1 ปี หรือปรับ 1,000,000 บำท 
หรือทัง้จ ำทัง้ปรับ



โทษทางปกครอง

ผู้ควบคุมข้อมูลส่วนบุคคล : ปรับสูงสุดไม่เกิน 5 ล้ำนบำท

ตวัแทนผู้ควบคุมข้อมูลส่วนบุคคล/ตวัแทนผู้ประมวลผลข้อมูลส่วนบุคคล: 
ปรับสูงสุดไม่เกิน 1 ล้ำนบำท

ผู้ประมวลผลข้อมูลส่วนบุคคล: ปรับสูงสุดไม่เกิน 5 ล้ำนบำท





Q & A



เอกสารนี้เป็นเอกสารภายใน
ใช้เพื่อประกอบความรู้และความเข้าใจ

ของ บริษัท ทีซีซี แอสเซ็ทส์ (ประเทศไทย) จ ากัด
และ

กลุ่มบริษัทในเครือเท่านั้น 

ห้ามน าไปใช้นอกกลุ่มบริษัท


